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Compte rendu tpn°3_BloC_n°2 

IntroduCtIon 

a) Contexte du tp 
 

Ce TP aborde l'installation et configuration des services DHCP et Apache 2.0 
pour "Les Jardins de Saint-Eloi", entreprise guadeloupéenne visant à étendre 
son marché grâce à la digitalisation via un site e-commerce.  En partenariat 
avec IPEOS I Solutions, ce projet offre une infrastructure réseau moderne et 
fiable, essentielle à son expansion de sur le marché. 

B) oBjeCtIfs et enjeux  
 

Acquérir et mettre en application les compétences suivantes : 

* Installer et configurer des éléments d’infrastructure 

* Déployer une solution d’infrastructure  

* Administrer un système  

* Administrer sur site et à distance des éléments d’une infrastructure  

* Automatiser des tâches d’administration  

* Tester l’intégration et l’acceptation d’une solution d’infrastructure  

* Rédiger ou mettre à jour la documentation technique et utilisateur d’une solution   
d’infrastructure  

Condition de travail : Individuel 

 

etape 1 : réalIsatIon d’une arChIteCture réseau  

 

a) rôle des paramètres :  
 

• auto enp0sX : Ce paramètre indique à l’ordinateur de démarrer 
automatiquement le réseau après le redémarrage. 

• iface enp0sX inet dhcp : Cette ligne configure l’interface réseau 
pour utiliser le protocol DHCP (Dynamic Host Configuration 
Protocol) et obtenir une adresse IP automatiquement. 



• iface enp0sX inet static : Cette ligne configure l’interface réseau 
avec une adresse IP statique (manuellement définie). 

• address : C’est l’adresse IP que vous attribuez manuellement à 
l’interface. 

• netmask : C’est masque de sous-réseau associé à l’adresse IP. 
• gateway : C’est l’adresse IP de la passerelle (routeur) pour 

accéder à d’autres réseaux. 

 

 



etape n°2 : mIse à jour des paquets du se lInux deBIan 

Bookworm : 

 

a) rôle des lIgnes suIvantes :  

 

 

 

 

 
• Ces lignes correspondent aux sites miroirs (ou dépôts de 

logiciels) qui sont des serveurs distants présents sur Internet. Ils 
représentent “des points de références” pour télécharger et 
gérer les paquets logiciels (applications, bibliothèques, 
utilitaires, etc.) pour notre distribution Linux.  

• Elles permettent d’installer de nouveaux logiciels, d’obtenir les 
dernières versions, d’appliquer des mises à jour générales ou 
spécifiquement de sécurités. 
 

B) deux Commandes apt :  
 

# apt update → Cette commande met à jour la liste des paquets disponibles 

dans les dépôts de logiciels. 

Elle ne met pas à jour les logiciels eux-mêmes, mais seulement la liste des 

versions disponibles. 

# apt upgrade → Cette commande met à jour les paquets logiciels installés 

sur le système. 

Elle télécharge et installe les nouvelles versions des logiciels après que la liste 

des paquets disponible a été mise à jour. 



 

etape n°3 : déploIement du servICe dChCp    
 

a) Créer une CopIe du fIChIer « dhCpd.Conf » : 
 

En utilisant la commande « cp », on crée une copie de sauvegarde du 

fichier « dhcpd.conf » en « dhcp.conf.save ». Cela va permettre de 

préserver la configuration originale dans un emplacement choisi. 

Ensuite d'apporter des modifications dans la configuration du serveur 

DHCP, tout en ayant un point de restauration en cas d'erreur ou de 

besoin de revenir à la version antérieure. 

 

 

 



B) exClure des adresses Ip :  
 

• Pour exclure les deux premières adresses IP attribuées à la 

passerelle et au serveur "srvlinux", il faut configurer des 

réservations d'adresse IP dans le fichier <<dhcpd.conf>> en 

spécifiant les adresses MAC et les adresses IP fixes pour ces deux 

appareils. 

• Si vous ne connaissez pas les adresses Ip vous faites dans le 

terminal les commandes suivantes: 

- <<ip a>> sous Linux et <<ipconfig/all>> sous Windows 

 

 

 

hoste gateway : correspond à la configuration de la passerelle: 

hoste srvlinux : correspond à la configuration du serveur 



    

 

C)  teste du serveur dhCp :  
 

• Pour tester le serveur DHCP, premièrement il est nécessaire de 

redémarrer les clients virtuels « poste1 » et « poste2 ».  

• Après le redémarrage, il faut exécutez la commande « ipconfig » 

sur Windows et « ifconfig » ou « ip a » sur Linux dans le terminal 

pour vérifier l'attribution des adresses IP par le serveur DHCP.  

• Enfin si les adresses correspondent au plan d'adressage prévu et 

que les pings entre les machines passent, vers la passerelle, vers 

Google, alors cela confirme le bon fonctionnement du serveur 

DHCP dans l'attribution dynamique des adresses IP aux postes 

clients. 

Poste1 a obtenu l’adresse ip : 192.168.1.11 



 

 

Poste2 a obtenu l’adresse ip : 192.168.1.12 

 

étape n°4 : déploIement du servICe weB apaChe 2.0  
 

a) tester le Bon fonCtIonnement de apaChe: 
 

• Dans un premier on peut tout simplement vérifier si le server web 

est activé avec la commende :  

-  << systemctl status apache2 >>  

 

 

 

 



 

B) rôle des lIgnes aveC « InClude » :  
 

• Les directives << Include >> permettent d'insérer le contenu de 

fichiers externes dans le fichier de configuration principal (              

<< apache2.conf >> ou << httpd.conf >>). Cela aide à diviser la 

configuration en plusieurs petits fichiers plus gérables et rend la 

configuration plus organisée.  

• Par exemple, les configurations spécifiques à chaque site hébergé 

sur un serveur Apache peuvent être conservées dans des fichiers 

distincts sous le répertoire << sites-available/ >>. 



C) fIChIers Contenus dans <<apChe2.Conf>> : 
 

• apache2.conf : Le fichier principal de configuration pour le serveur web 

Apache2. Il assemble les différentes pièces en incluant tous les fichiers de 

configuration restants au démarrage du serveur. 

• ports.conf : Inclus toujours à partir du fichier principal de configuration. 

Ce fichier est utilisé pour définir les ports d'écoute pour les connexions 

entrantes, et peut être personnalisé à tout moment. 

• mods-enabled/ : Un répertoire qui contient des extraits de configuration 

spécifiques qui gèrent les modules. 

• conf-enabled/ : Un répertoire qui contient des fragments de 

configuration globale. 

• sites-enabled/ : Un répertoire qui contient des configurations de hôtes 

virtuels. 

• Mutex file : Un fichier utilisé pour gérer les verrous mutuels dans 

Apache2, stocké localement. 

• DefaultRuntimeDir : Le répertoire où les fichiers de temps d'exécution et 

autres fichiers relatifs seront stockés. 

• PidFile : Le fichier dans lequel le serveur enregistre son numéro 

d'identification de processus lorsqu'il démarre. 

• ErrorLog : L'emplacement du fichier de journalisation des erreurs. 

• AccessFileName : Le nom du fichier recherché dans chaque répertoire 

pour les directives de configuration supplémentaires, généralement 

.htaccess. 

• IncludeOptional mods-enabled/*.load : Inclut des fichiers de 

configuration pour les modules chargés. 

• IncludeOptional mods-enabled/*.conf : Inclut des fichiers de 

configuration pour les modules configurés. 

• IncludeOptional conf-enabled/*.conf : Inclut des extraits de 

configuration génériques. 

• IncludeOptional sites-enabled/*.conf : Inclut les configurations des 

hôtes virtuels. 
 
 
 
 
 
 



 

Voici le début du fichier <<apache2.conf >>  

 

d) répertoIre de la page par défaut apaChe : 

 
• Elle est contenue dans le répertoire : 

- /var/www/html 

 

 

 

 

 

 

 

 



e) Commandes à effeCtuer : 
 

• Pour se placer dans le répertoire « /etc/apache2/sites-available/ »:  

- cd /etc/apache2/sites-available/ 

 

• Pour créez une copie du fichier « 000-default.conf » et nommez-le « 

sainteloi.conf »: 

  

- cp 000-default.conf sainteloi.conf 

• Pour vérifier que la copie a été correctement réalisée en listant les 

fichiers dans le répertoire : 

- ls -l 

 

 

 

f) rôle de Chaque paramètre : 
 

• a2ensite sainteloi.conf : Active un site Apache en créant un lien 

symbolique dans /etc/apache2/sites-enabled/. 

• a2dissite 000-default.conf : Désactive un site en supprimant son lien 

dans /etc/apache2/sites-enabled/. 

• a2enmod nom du module : Active un module Apache en créant un lien 

dans /etc/apache2/mods-enabled/. 

• a2dismod nom du module : Désactive un module en supprimant son lien 

dans /etc/apache2/mods-enabled/. 

• systemctl [reload|restart|start|stop] apache2 : Gère le service Apache 

pour appliquer des changements, démarrer ou arrêter le service. 
 
 



g)  tester l'aCCès à la apge weB : 
 

• Il faut ouvrir un navigateur et tapez :  

 -http://www.jardinsainteloi.com. 

•  On devrait voir le contenu du site hébergé sur Apache. 

 

h) rôle de la Commande « ps aux | grep apaChe2 »: 
 

• ps aux : Cette partie de la commande liste tous les processus en 

cours d'exécution sur le système. 

• ps est l'abréviation de "process status". 

• a indique à ps de lister les processus de tous les utilisateurs. 

• u indique de lister des informations détaillées sur chaque processus. 

• x indique à ps de lister également les processus sans terminal de 

contrôle (comme ceux lancés par des services). 

• | grep apache2 : grep est utilisé pour filtrer la sortie de ps aux. En 

utilisant grep apache2, cela affiche uniquement les lignes qui 

contiennent le mot "apache2", ce qui correspond généralement aux 

processus exécutés par le serveur web Apache. 

http://www.jardinsainteloi.com/


 

* Numéro PID du processus Apache :  

- principal → 3465 lancé par root 

- enfants → 3466 et 3477 par www-data 

-  

* Nombre Processus Apache en cours : 

- Au total il y en a 3 → 1 parent et 2 enfants 

 

* Paramètre auquel ce chiffre est associé « apache2.conf » : 

- Le paramètre qui contrôle le nombre de processus au démarrage 

d'Apache dépend du Multi-Processing Module (MPM) utilisé. 

Pour les MPM comme Prefork, Worker ou Event, ce paramètre 

est spécifié par << StartServers >> dans les fichiers de 

configuration MPM, situés dans                                                        

<</etc/apache2/mods-available/ >>. 

 

Par exemple, ici << StartServers >> est réglé à 2 dans 

<<mpm_worker.conf >>, Apache démarrera avec 2 processus, 

chacun pouvant lancer plusieurs threads selon la directive 

<<ThreadsPerChild >>. Cela explique pourquoi on trouve 3 

processus au démarrage car un processus peut gérer plusieurs 

threads. 



I) rôle de la Commande « netstat –napt » :  
 

• netstat –napt : permet d’afficher toutes les connexions réseau 

actives sur un système, y compris les adresses IP et les ports ; 

 Elle est utile pour surveiller et diagnostiquer les réseaux. 

 

* Processus gérant l’exécution du service Apache :  

- Il se nome simplement → << apache2 >> 

 

* Numéro de port : 

- Le serveur écoute sur le port 80 avec IPv6 → << tcp6 80>> 

 

* État du processus : 

- Il est prêt, en attente de recevoir des connexions → << LISTEN>> 

 
 

 

j) modIfIer le numéro de port d’exéCutIon 

d’apaChe : 
 

• Pour modifier le numéro de port sur lequel Apache écoute, il faut 

éditer le fichier : << /etc/apache2/ports.conf >> et remplacez      

<< Listen 80 >> par << Listen 8080 >>.  

Sauvegardez les changements et redémarrez Apache avec             

<< systemctl restart apache2 >> . 

 

 

 

 

 



 

• Pour vérifier que le changement est effectif, on peut utiliser la 

commande << netstat –napt >> pour voir si Apache écoute sur le 

nouveau port 8080.  

 

 

 

• Alternativement, on peut essayez d'accéder à la page par défaut 

avec << http://adresse_ip_serveur:8080 >> depuis un navigateur 

pour confirmer qu’Apache répond sur le nouveau port. 
 

 

http://adresse_ip_serveur:8080/
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hôte virtuel configuration 
 
 

 
 
 
 
 
 
 
 
 
 
 

dhcp configuration 

 

 
 
 
 
 
 
 
 
 

 

                       isc-dhcp configuration avec les lignes d’ipv4 décommenter 



 

 

 

 

 

 

 

 

 

 

 

                    Échec du DHCP au premier lancement 
 

 

 

 

 

 

 

 

 

 

 

 

                Exemple d’analyse de log : connexion à la page défaut 

 

 

 

 

 

 

 

 

                         Pager par défaut Apache2 



                        

 

 

 

 

 

             Démarches générales à suivre pour Apache2 

 

 

 

 

 
 
 
 

 
 

          Démarches générales à suivre pour DHCP 

 

ConClusIon 
 

Ce travail pratique sur la configuration d'Apache a été une immersion 
profonde dans les subtilités de la gestion de serveurs web. Manipuler les 
ports et ajuster les paramètres de sécurité a illustré de manière vivante 
combien chaque détail compte dans l'écosystème IT. J'ai apprécié le défi de 
travailler directement avec les fichiers de configuration, une compétence 
essentielle pour tout administrateur système aspirant. Cette expérience a 
renforcé ma compréhension de l'infrastructure web et m'a enthousiasmé à 
l'idée de mettre ces connaissances en pratique dans des environnements 
professionnels, où la technologie et la créativité se rencontrent pour 
résoudre des problèmes complexes. De plus, la satisfaction de voir une 
solution que nous avons conçue fonctionner sans accroc était 
véritablement gratifiante et cool. Cela rend l'apprentissage encore plus 
engageant et montre l'impact direct de notre travail. 



aChèvement du tp : 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


